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Abstract 

This article discusses the problems of the relationship of young people to the Internet, social 

networks and various entertainment applications and ways to overcome them. The process of 

creating a Google account for a child and setting up the Google Family link system. 

Monitoring children using the Google family link system. Family link functions and usage 

tips. 
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Introduction 

It only takes a few seconds for us to get enough information about the news and events that 

happened today in a certain part of the world. In front of the monitor, you can get any 

information on any topic. That's great, but with so much information nowadays, we have to 

check the reliability of the information coming to us. Nowadays, along with positive 

information, there are also many negative information and games being distributed on the 

Internet. Various games, online gambling, paranagraphic sites and social networks spread 

information that has a negative impact on the minds of young people on the Internet and social 

networks. It has been determined that young people get too much information from the 

Internet and social networks and spend time on social networks, which has a negative impact 

on their mental development, memory loss and social relationships. 

The pursuit of information and communication technologies on a global scale has opened the 

door of great opportunities for independent, productive and rational users of technology in the 

context of globalization. In the early days of the Internet, special attention was paid to 

eliminating technological interruptions. Over time, "World Wide Web" has created 

unprecedented conveniences that include information and entertainment programs of various 

contents based on human needs and interests. This, in turn, led to the widespread popularity 

of the Internet. Along with this, attacks aimed at having a negative impact on human 

consciousness and attempts to derail the country's information management system have also 

increased. Cyberspace has acquired the status of a favorable environment for the 

implementation of positive and negative processes. Telephone conversations, "chats", various 

online discussions, computer communication in general have developed in cyberspace. 

 

Problem Statement 

Today, there are so many sources of information and information in the world that we have to 

check and analyze whether the information coming to us is correct and complete, whether this 

information is distributed by reliable or unreliable sources. Today, the Internet and social 

networks have become a source of information. Not all the information spread on the Internet 



Volume 2, Issue 2, February, 2024  ISSN(E): 2938-3773 

 

42 | P a g e  

 

and social networks is useful for us and our children. To date, several models of protecting 

external information from the influence of young people have been developed worldwide. In 

this direction, foreign scientists Gianluca Quaglio, Sophie Millar[1] and others have been 

covering widely in their scientific research and pedagogical work. 

Social networks have become the main part of the Internet for many people today. That is, 

many users access the Internet today mainly to spend time on social networks: they receive 

news, videos and other entertainment information from these networks; he talks to his friends, 

chats, etc. Examples of mass social networks include sites such as Facebook, Twitter, 

Telegram, Instagram, Odnoklassniki, Vkontakte. The biggest threat to Internet users' privacy 

may now come from these networks. Because you may have entered most of your personal 

information, photos, and even credit card and bank information on these sites. Therefore, 

social networks should be used carefully so that this information does not give a warning. 

Children are exposed to malicious people while using the Internet. Communication with an 

unknown person on the Internet makes it possible to establish a trusting and friendly 

relationship. The criminal uses this advantage to attract inexperienced young people. Parents 

can protect their children from online dangers by monitoring how they use the network[2]. 

 

Problem solving. Nowadays, parental control is very important in modern devices, through 

such systems it is possible to control children from various negative information and their 

gadgets. The Google company, famous for the development of modern technologies in the 

world, offers a number of technologies. One of these is Google's world-famous Family Link 

system.  

 
1-fig. Google's familylink service. 

 

The Google Family Link application allows you to set rules for your child's use of various 

sites on the Internet. You can share Google services with your child and 4 other family 

members in your Google family group. You can add more parents to your group later to help 

control your child's account. Parents can do the following through Family Link[3,4]: 

- set usage time on child Android or ChromeOS device; 

- determining the location of the child's active and logged-in Android device; 

- approve purchases and downloads made by the child from Google Play Market or Stadia and 

limit the display of content intended for adults; 



Volume 2, Issue 2, February, 2024  ISSN(E): 2938-3773 

 

43 | P a g e  

 

- help the child choose the type of activities saved to the Google account (services are adapted 

based on them); 

- setting google Safe search parameters; 

- checking access permissions for the microphone, camera and contacts on the child's Android 

or ChromeOS device; 

- Change content, permissions and other settings for YouTube and YouTube Kids (where 

available). 

Family Link parental controls help you monitor and manage activity on your child's device. 

However, there are certain limitations, to overcome them you need to install the Family Link 

app on your Android or iOS device. 

 

 
2-fig. Create a google account for children 

We can install the Family Link mobile program on our phone through Google Play or Play 

Market [5]. 

 

 
3-fig. Setting up Family link and confirming the family manager 

 

If you've created a Google Account for your child, you can sign in and view, update, remove, 

export, or restrict the processing of their information. If you've forgotten your child's account 
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password, you can reset it through the Family Link app or Family Link web version settings. 

After signing in, you can use the various controls described in Google's privacy policy (such 

as settings for tracking activity on Google services) to manage the privacy settings and 

personal information in your child's account. 

 
4-fig. Confirm that your child has a google account and create a google account 

 

One of the most important functions of the Google Family Link system is that it is always 

possible to determine where the device is located. We can always see the location of the 

children to know where they are. Parents can also see the permissions of installed apps. In this 

way, you will be able to set the time for children to use different applications or restrict the 

application altogether.[3-5]. 

 
5-fig. Set up your child's device management settings 
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Conclusion 

Nowadays, our life cannot be imagined without the Internet and social networks. Facebook, 

Instagram, Telegram, YouTube and Messengers have become part of our lives. Of course, we 

should use them wisely. Currently, Google Family link is the most popular system for 

protecting the young generation from negative information, controlling their Internet usage, 

restricting the use of various applications, prohibiting them from receiving information that is 

not suitable for their age, and organizing all similar processes in cyberspace. 
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